This course addresses the impact of nation-state cybersecurity strategy on global security. Nation-states make strategic cybersecurity decisions about whether to create cyber-weaponry, develop hacking forces, encourage patriotic hackers, shelter cyber-criminals, or even invest in technology education. Likewise, at the international level, geopolitical fissures continue to frustrate efforts to create international agreements around cyberattacks and cyberwar. This course will focus on specific world regions including East Asia, Middle East, South Asia, Southeast Asia, Russia, and Europe.
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